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High-level overview of the steps 
 

The connection is made through the Salesforce API. This API is available automatically enabled for 

the following editions: Enterprise Edition, Unlimited Edition, Developer Edition and Performance 

Edition. In the Professional Edition the API access can be purchased. Please contact your Salesforce 

supplier for more information.  

1) Create a Salesforce Roger365.IO user 

2) Create a Salesforce External Client App 

3) Place user in new group 

4) Configure ROGER365.IO 

5) (old way) Create a Salesforce Connected App 
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Create a Salesforce ROGER365.io user 
Before we make a connection to Salesforce, a user must be created with the appropriate license. 

https://help.salesforce.com/articleView?id=000331470&type=1&mode=1 

Log into Salesforce with a user account with administrative right and go to the gear icon and choose 

setup 

 

https://help.salesforce.com/articleView?id=000331470&type=1&mode=1
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Choose for administration > Users > Users to get to the user account screen
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Choose for a new user 

 

Create a user to be used a service account user. The user will need a user license of the type 

salesforce. 

The profile must be a profile where the API enabled permission has been set.  
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Create a Salesforce External Client App 
Before proceeding, make sure that External Client App does have an access to the consumer secrets 

via REST API. 

 

Go to gear icon -> Setup -> Platform Tools section -> External Client App -> Settings: 

 

 

To create new External Client App, press on the Gear icon -> “Setup” -> choose under Platform Tools 

section -> Apps > External Client Apps -> External Client App Manager: 

 

Choose to create new external client app from the button to the right of the page.  
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Create the app like the example below. Change the email address to your company’s email address. 

Enable API (Enable OAuth Settings) checkbox. 

As the Callback URL you can enter no:callback and give the OAuth scope “Manage user data via APIs 

(api)” & “Perform requests at any time (refresh_token, offline_access)” to the app.  

 

 

Make sure to check highlighted checkboxes under “Flow Enablement” & “Security” sections: 

 

 

Create External Client App via “Create” button, afterwards you will be redirected to App’s overview 

page.  
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Navigate to “Policies” tab, press Edit button and configure following options:  

 

 

Permitted Users must be All user can self-authorize 

Enable Client Credentials Flow must be enabled, in Run As field provide created earlier user who has 

appropriate licenses and rights. 

Refresh Token Policy must be set to Immediately expire refresh token 

IP Relaxation must be Relax IP restrictions 
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Get the Salesforce Client Id and Client Secret from the External 

Client App 
After creating the External Client App and configuring all required settings, the Client Id and Client 

Secret must be retrieved for use in ROGER365.io. 

 

Go to Setup -> Apps -> External Client Apps -> External Client App Manager -> go to freshly made 

application -> Settings 

Press the Edit button, open “OAuth Settings” section and locate “Consumer Key and Secret” button:  

 

 

From the new page, copy and save values of Consumer Key and Consumer Secret.  
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Create replicator in ROGER365.io 

 

In this screen all the configuration from the previous steps will be used. The red part of the URL must 

be changed to reflect your environment. 

Setting Value 
Connection 

URL 

URL to your Salesforce installation for example: 

 
 https://<yoururl>.my.salesforce.com/ 

Username Username of the Salesforce user made earlier 

ClientSecret Client Secret made earlier with the connected app 
Password Password of the Salesforce user made earlier 
ClientId ClientId made earlier with the connected app 

Contact URL URL to your Salesforce installation  for example:  
 

https://<yoururl>lightning.force.com/lightning/r/Contact/{contactid}/view 
Country Code All phone numbers must be in E164 format. This setting gives the default country 

if local phone numbers are used. For more information see ask.roger365.io 
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(Old method) Create a Salesforce Connected App 
Note: Due to changes to Salesforce platform, the Connected App method of integrating Salesforce 

CRM with ROGER365.io will be deprecated in future. However, you can still configure Connected App 

until final retirement. 

Make sure that your environment allows the creation of Connected App! 

 

Go to gear > setup choose under platform > apps > app manager 

 

Choose to create a new connected app from the button to the right of the page.  
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Create the app like the example below. Change the email address to you companies email address. 

As the Callback URL you van enter no:callback and also give the OAuth scope “access and manage 

your data (api)” to the app. 

 

In some (newer) versions of Saleforce the OAuth scope above is not enough. In that case the 

following scopes should be chosen. 
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After saving the connected API. You have to click manage to change some setting to get it to work. 

 

  



 

 

15 
 

 

And after that the edit policies button to get to the screen below. Please change the following 

settings under the OAuth Policies: 

Permitted Users must be All user may self-authorize 

IP Relaxation must be Relax IP restrictions 

 

 

Get the Salesforce client id and client secret from the connected App 
After creating the connected app and changing the oAuth policies, the client id and client secret can 

be retrieved for use in ROGER365.io. 

Go to setup > apps > App Manager and click on the icon behind the ROGER365.io app created earlier. 

Choose the view option from the pull down menu at the end of the line. 

 

After the selection of the view option in the pull down menu, the screen below is shown 
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You can get the Customer Key (client id) and the Consumer secret (client secret) from the interface.  

 


